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OMBUDSMAN

origin meaning: An advocate in this
d towards older adults and at risk
rsing homes and assisted living
acilities.

The Role of the Ombudsman
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PES OF ELDER ABUSE
< what is elderobuse’?>

" needs of the older

Physical person.

Wllllen tI:aretakers give @
'the silent treatment’ |
o intimidate the L igefn s o

individual by ; Eom
threatening them. Psychological ~ cmbezment

Physical abuse can
range from slapping or
shoving to severe
beatings.

Intentionally failing to
meet the physical,

Financial abuse can

From the American Psychological Association



FINANCIAL ABUSE

Elder financial abuse spans a broad spectrum of conduct,
including: Taking money or property. Forging an older
person's signature. Getting an older person to sign a
deed, will, or power of attorney through deception,
coercion, or undue influence.



hdrawals from bank accounts or transfers
een accounts that the older person
ot explain




n business or cha
er in trouble.

> asked to pay money by wire transter,
aid debit card, paperless check or for

= Need to act immediately.



1Ing Signs of a Scam

at you will be arrested /
a family member is in

get an offer that sc

are told you have won a prize, but
'send money before you get the prize.



J Signs of a Scam

heck but are asked to wire part
. to the writer of the check.

ot an unsolicitec
ter.

quest to “fix” your

pest friend” or love interest needs
or who all of a sudden seems to be
Ing a person’s decisions or choices.



Imposter Scams

intimidate you into
iding personal

y attempt to exploit your fears and
tions so you will act before you think.

=
-

= Identity thieves can use your personal
information to obtain credit, government
benefits or commit crimes.



ment Imposter Scams

be from a government agency, such
Security, or Medicare, or Police

Ou owe money fo
immediately, you’

k taxes and if you don't
oe arrested or deported.

e agency is updating records and needs your
rsonal information.

ave been awarded a substantial government
grant but must provide personal information or
pay money for processing.



hishing

pear to be from your bank, a
iness or charity.

ersonal information, such
and bank account

are told information is needed to “verify
account” or to protect you from fraud.

email provides a link to a legitimate looking
here you are told to enter the
‘mation.



randparent Scam

posing as your grandchild, hospital
orcement agent.

at night to catch people off

are told that grandchild has been arrested,
ged, or injured, usually outside of the

3

‘re given info on how to send money
ediately.

May be asked not to call parents or others because
you1;D randchild is embarrassed or “will get in
trouble.”



puter Tech Scam

0 be from Microsoft or other well

¥

at your computer has a problem
ill lead to a

or security breach.

I requests remote access to your computer to
e problem.

e the scammer has access, s/he can download
ormation stored on the computer, i.e. bank
s, tax information.

= Remember: Computer manufacturers are unable
- to monitor your computer.



alke Check Scams -
eries and Sweepstakes

ou that you have won a
v. The claim often involves a
takes you never entered.

etter includes a check to cover your “taxes and
-which must be paid immediately by wire
ster or money card, before you can get your

gs.

= You later find out that the check is no good, but
there’s no way to get back the money you paid.




Ways to Avoid Fraud

If you are not sure if the caller
nization s/ he claims, call the
ify using a phone number

1 don’t know.

nment agencies will not contact you
about problems by phone or email.



> to Avoid Fraud
continued

iember that money or sending a
aid card is like sending cash. Never
money to someone you don’t

ally know. Legitimate businesses
t ask for payment this way.

= Re our monthly statements. Check for
charges you didn’t make, and fees you
didn’t agree to or don’t understand.



/ays to Avoid Fraud
continued

ail messages that ask for
ial information.

Check your credit report regularly.



\fraid To Complain

yort scams or other financial

Don’t let
eep you from reporting

onhe canbeav
barrassment or fear k
ms and fraud.

Ip stop the con artist before victimizing






ADULT PROTECTIVE SERVICES (APS)
410-872-8700



mation on scams or any other
otections 1ssues, contact:

Office of Consumer
ction


mailto:consumer@howardcountymd.gov
http://www.howardcountymd.gov/consumer
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